FIEHHI PKI
[
JERSEREA

JEXIFRINEE (Asymmetric Key Cryptography) BUZORIEET: HR—IEFXEIZE (BB5H ATIEEE B) |,
HiBRCNEEEEMEZASE——BMAESA A MFZEIE BT ESA B 8%, RZIFA.

o 28 (PublicKey) : AILIAFDARRIER, ATINEHESIOEES, FEIAEILIER.
» FASR (Private Key) : ™i&{R%, (NHEBRFHFEERGT, BT HELHIENEMES.

IFIFRIIB R EEERZIRE, fSETREENSFEEENRIEER. AFTFAREERRIERSEBMRAYESX
BAFINEER S, EMNEFEAENXM. LARSATZENF, IMAESXERH pMq, MAPUBES n=p - qfl
YN R

#FIEH
#=AEF (Digital Certificate) 2—FHRFIERSHAMRFASERZSABFNE. IEBE—MEHRXE, 882
B FEENSMER (WES. BRETR) . WREER. BXEIF, Fi CA EREMBER LIRS,

ESCPRR AR, BEIEH, TLS IEPeEFREREE SN X X.509 1SRRI,
X.509 IFBHERBE="NFEEZRSER: IEBFEMR (TBSCertificate) . BFEEFRRIISA(E.

AT R— MR X509 ZimiE4:

1 certificate:

2 Data:

3 version: 3 (0x2)

4 Serial Number:

5 05:bf:65:ff:fe:50:af:cl:e3:c0:6b:2a:5b:0e:d9:ad:05:34
6 Signature Algorithm: sha256withRSAEncryption

7 Issuer: C=US, O=Let's Encrypt, CN=R11l

8

9

validity

Not Before: May 9 01:05:37 2025 GMT
10 Not After : Aug 7 01:05:36 2025 GMT
11 Subject: CN=*.xiaoshae.cn
12 Subject Public Key Info:
13 PubTlic Key Algorithm: rsaEncryption
14 PubTic-Key: (2048 bit)
15 Modulus:
16 00:d9:d5:22:a4:b8:10:5d:7c:be:fe:5e:ec:8e:bl:
17 9f:c5:f6:5f:54:9d:f8:86:9f:fc:eb:1la:2b:0c:f1:

18 8b:69:16:ec:b0:d4:17:01:65:7a:5d:50:9b:d4:74:
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19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71

97:e0:94:86:97:d0:a5:74:7b:db:28:d0:97:6e:
59:8€:37:4e:68:97:b8:30:38:04:38:93:ca:50:
8e:6a:31:3d:21:56:21:40:57:b3:71:09:49:75:
5d:14:cb:4a:8f:91:1f:d3:fc:f2:c5:3f:cd:61:
9f:8b:3f:85:41:90:21:71:52:98:f3:3f:a5:01:
11:2c:bl:77:db:7c:56:5b:96:5a:29:3c:ab:0b:
4a:d8:6f:a4:1b:e5:3b:87:1b:4d:49:ee:cd:37:
42:2d:20:06:38:6c:1b:94:56:da:d6:22:35:01:
ac:46:e5:4f:5f:13:57:50:13:03:¢c5:43:8d:56:
ff:02:6d:67:30:1d:70:dd:d2:f2:5f:eb:f2:a2:
d8:3e:eb:3e:0a:40:1a:bl:af:bb:4f:47:87:1e:
b9:c4:ec:64:76:79:48:22:81:83:2a:d8:f1:21:
2f:d0:41:cd:b6:40:79:fa:f5:65:48:3e:32:¢c6:
b7:67:c7:ed:56:e4:b09:73:b9:69:f0:49:d9:b7:

a6:9f
Exponent: 65537 (0x10001)
X509v3 extensions:
X509v3 Key Usage: critical
Digital Signature, Key Encipherment
X509v3 Extended Key Usage:
TLS Web Server Authentication, TLS Web Client
X509v3 Basic Constraints: critical
CA:FALSE
X509v3 Subject Key Identifier:

97:
3d:
ch:
1b:
db:
d5:
c7:
79:
as:
25:
af:
cf:
36:
7d:

Authentication

CF:86:22:D5:73:E4:0A:86:FF:DC:28:4C:E2:F3:BA:92:96:51:17:76

X509v3 Authority Key Identifier:

C5:CF:46:A4:EA:F4:C3:C0:7A:6C:95:C4:2D:B0:5E:92:2F:26:E3:B9

Authority Information Access:
CA Issuers - URI:http://rll.i.lencr.org/
X509v3 Subject Alternative Name:
DNS:*.xiaoshae.cn, DNS:xiaoshae.cn
X509v3 Certificate Policies:
Policy: 2.23.140.1.2.1
X509v3 CRL Distribution Points:
Full Name:
URI:http://rll.c.lencr.org/53.crl
CT Precertificate SCTs:
Signed Certificate Timestamp:
version : vl (0x0)
Log ID : 1A:04:FF:49:D0:54:1D:40:AF:F6

67:2F:4E:EC:EE:23:40:68:98:6B:

Timestamp : May 9 02:04:07.964 2025 GMT
Extensions: none
Signature : ecdsa-with-SHA256

30:45:02:20:59:BE:36:DF:E0Q:DC:
A9:0D:F5:6C:21:BB:0D:CB:9F:FA:

A5:71:1A:0C:02:21:00:BE:D9:BE

E9:0B:DF:ED:D7:2D:58:12:31:6D:

8B:2F:5C:09:C4:91:67
Signed Certificate Timestamp:
version : vl (0x0)

Log ID : ED:3C:4B:D6:E8:06:C2:A4:A2:00:
01:DF:51:2F:ED:C4:86:C5:70:0F:

:A0

17

A9

B4:
:C6:
73:

57:
20:

:C3:
:40:

1AG:
ES8:
77:

64

DB

DD:

BF:
2E:

OE:
9C:
27:
:CA:

:CB:
B7:

Fl:
DC:

BC:
61:
5D:
2F:

24:
3E:

D8:
89:

9B:
4A:
39:
27:

E2:
3F:

C4:
7D

59:
4D:
28:
04:

38:
EO



72 Timestamp : May 9 02:04:09.442 2025 GMT

73 Extensions: none

74 Signature : ecdsa-with-SHA256

75 30:44:02:20:06:F3:07:DA:CB:3D:1E:Cl:1E:E2:FD:7B:
76 F2:63:96:8F:E6:D0:13:6D:5C:63:1E:E9:6C:F6:5C:C2:
77 78:B7:FF:9B:02:20:46:49:9A:52:32:A4:93:24:8F:50:
78 F1:61:C7:B0:27:41:15:4D:88:19:80:15:99:7D:63:1B:
79 13:06:07:6B:DE:B9

80 Signature Algorithm: sha256withRSAEncryption

81 Signature Vvalue:

82 31:4e:7b:07:d5:25:e0:be:91:4e:ff:d9:b5:59:7e:77:62:44:

83 46:92:09:4a:b6:55:6C:16:01:c7:5c:ee:9%9a:9e:0f:e5:4b:92:

84 4d:28:de:56:4f:e7:49:1e:b5:2e:eb:05:9d:28:cb:95:39:85:

85 f3:b6:75:53:d6:b4:5c:2d:b4:c9:01:bd:d0:42:0f:cc:1c:4d:

86 bc:67:94:37:67:15:¢9:67:5d:f3:e0:62:56:84:a7:d8:7c:3b:

87 fa:3a:e6:ea:96:5e:82:e4:71:cc:59:ac:5c:0a:30:ad:49:5b:

88 aa:12:7a:83:ea:a5:78:61:e9:8b:3e:72:ef:be:62:d3:40:76:

89 32:4a:df:c0:3e:a2:¢c1:29:51:89:aa:56:fe:74:54:cl:d6:de:

90 4c:ba:1b:97:bf:20:74:11:8a:a0:f7:76:f5:23:06:1a:24:0f:

91 72:d2:28:38:c7:b5:90:be:2a:7e:¢c6:97:1f:b9:64:99:7e:74:

92 b9:70:32:87:a3:dc:ef:59:c6:e0:f2:5b:1a:9d:bd:2c:91:39:

93 00:22:6f:1f:83:4c:10:97:79:3e:7d:b3:b7:01:0d:3f:9a:b5:

94 70:fe:al:3a:92:db:04:6c:07:63:0f:68:1d:52:a6:d0:f7:31:

95 £8:92:cc:cl:c7:al:d0:c9:50:fa:03:44:d8:6a:e0:3b:6f:a7:

96 fc:cl:5b:a2

FofE X509 iEH FER=8HHERM: IEBEM (TBS Certificate) . FREjX (Signature Algorithm) 71 Z&(E
(Signature Value) ,

BT IS ERTRERHTHE, WAEBER (WA Data) . EBEH (Signature Algorithm) FIEB(E
(Signature Value) ,

Heh, REEDRBIEBEFRFI—FFER.

BEARFER

1 Data:

2 version: 3 (0x2)

3 Serial Number:

4 05:bf:65:ff:fe:50:af:cl:e3:c0:6b:2a:5b:0e:d9:ad:05:34
5 Signature Algorithm: sha256withRSAEncryption
6 Issuer: C=US, O=Let's Encrypt, CN=R11l

7 validity

8 Not Before: May 9 01:05:37 2025 GMT

9 Not After : Aug 7 01:05:36 2025 GMT
10 Subject: CN=*.xiaoshae.cn

Version (WRAS) : FRIEPBH X509 IAS. HRIEN3 (&HF) .
Serial Number (FF5IS) @ HEAEBRIE—IRRAT, ZFFISHEN. BEIEPRATHIER.


af://n25

Signature Algorithm (ER&%) : IEBMAHWIRIEX LRNERERIEREIE, Data SMBAIERAN IS
BILRRERNEE. MEEFEER.

Issuer (i&E) @ ERIGEPAGEBREIEIER. BN LRI Subject, HRIEF Issuer 5 Subject {E18
&,

Validity (B%HA) : IEBRIEXESEFEE, BE4ETE (Not Before) FIZIRARTIA] (Not After),
e Not Before: 434AdE]
o Not After: ZFIEARTE]

Subject (FEK) : EBIFEEHIRR.

Subject FEg

Subject FREATRRAERIFEE (LK) , Ba5AAXKINSHER. &FRERPIEZH X.500 AISHETR
(DN) , BAZNEIE-ER (AVP) Apk, EASN.T &5 Issuer FERRFF—EL

WAZISHIEIERE (Mandatory)

EZxR (countryName, f&fR C) : FRIEBHFBEMEER, W c=cN,

{84 (organizationName, f&¥R 0) : FRFTEHHI, a0 o=Example Inc..

{H4REa5T (organizationalUnitName, f&@#R OU) : FRRHIMAAYED], %0 ou=security Team,
AISPWBIRREM (dnQualifier) : ATXOERLE, BEAMBIEMRIE.

/84 (stateOrProvinceName, f@#R ST) : FTRFEMIX, 40 sT=Beijing.

BAER (commonName, {&#RCN) : BEIHE (M1 cN=www.example.com) FMNABER (B0 cN=3k=) ,
F5IS (serialNumber) : {EAME—RRFF, HRRSLIKAIHASERE,

BGHSHEEXE! (Recommended)

WX/ (localityName, f&ERL) : FREAEMmHaEMEX, 0 L=Shanghai ,
B (title) : tTRRFFEEMBANEELT, 40 title=CTO,

Y4EG (surname, {H#RSN) : FRIFEERIME, W sN=zhang,

#BF (givenName, H#R GN) : FRIFEEMNEF, W GN=san,

485 (initials) : AFHE4%S, W initials=zs,

A& (pseudonym) : RMHEEZSHIFR, ERTRARIFGE.

KIFBRERT (generationQualifier) : BFXoREBZHEMR, 40 generationqualifier=ir.,

TLS DV 5P subject FEg
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'_l
0
=z
Il

grok.com

1 CN = xijaoshae.cn

TLS OV £=AiiF4H subject FE&

1 CN = WR2

2 0 = Google Trust Services
3 C=US

1 CN = *.ccb.com

2 0 = China Construction Bank
3 ST = JbEih

4 C =CN

1 CN = *.www.gov.cn

2 0 = HZBRDBAITHDE

3 L =dtx

4 ST = dbs

5 C=CN

1 CN = gwen.ai

2 0= pIREE (FED MEFEARARAR
3L = HiMT

4 ST = WiTH

5 C=CN

1 CN = *.shanghai.gov.cn

2 0 = RifgmiREHEF L

3 L= kg

4 ST = ki

5 C=CN

TLS EV ${=AFB subject =FE&

1 CN = www.cmbchina.com

2 0 = China Merchants Bank Co., Ltd

3 L = Shenzhen

4 ST = Guangdong Province

5, C=CN

6 serialNumber = 9144030010001686XA

7 businessCategory = Private Organization

8 jurisdictionLocalityName = Futian District

9 jurisdictionStateOrProvinceName = Guangdong Province
10  jurisdictionCountryName = CN



1 CN = www.boc.cn
2 0 = Bank of china Limited
3 ST = Beijing
4 C=CN
5 serialNumber = 911000001000013428
6 businessCategory = Private Organization
7 jurisdictionStateOrProvinceName = Beijing
8 jurisdictionCountryName = CN
NPFER

NEAFREEAFERPH—ERS. Subject Public Key Info SIERFEENINBER, 8REAAEXINNALS,

1 Subject Public Key Info:
2 PubTlic Key Algorithm: rsaEncryption
3 PubTlic-Key: (2048 bit)
4 Modulus:
5 00:d9:d5:22:24:b8:10:5d:7c:be:fe:5e:ec:8e:bl:
6 . (F£204817, 2567 ...
7 Exponent: 65537 (0x10001)
Public Key Algorithm (&i£tRR) : RIBERINERE, XER RSA,
Public-Key (ZEKE) : mREAIKE, LFEAEESEERH, ME\E Modulus itHEEH.
Modulus (H8#1) : RSAHI n (B (KEEEL, 14L/92048(1)

Exponent (35§%%) : RSAHY e {E (JBE965537)

i RFER
X.509 WA 3 SINRYY RFER, B THIMNYTIEERER.

1  X509v3 extensions:

2 X509v3 Key Usage: critical

3 Digital Signature, Key Encipherment

4 X509v3 Extended Key Usage:

5 TLS wWeb Server Authentication, TLS Web Client Authentication
6 X509v3 Basic Constraints: critical

7 CA:FALSE

8 X509v3 Subject Key Identifier:

9 CF:86:22:D5:73:E4:0A:86:FF:DC:28:4C:E2:F3:BA:92:96:51:17:76
10 X509v3 Authority Key Identifier:
11 C5:CF:46:A4:EA:F4:C3:C0:7A:6C:95:C4:2D:B0:5E:92:2F:26:E3:B9
12 Authority Information Access:
13 CA Issuers - URI:http://rll.i.Tlencr.org/
14 X509v3 Subject Alternative Name:
15 DNS:*.xiaoshae.cn, DNS:xiaoshae.cn

16 X509v3 Certificate Policies:


af://n75
af://n83

17 Policy: 2.23.140.1.2.1

18 X509v3 CRL Distribution Points:

19 Full Name:

20 URI:http://rll.c.lencr.org/53.crl

21 CT Precertificate SCTs:

22 Signed Certificate Timestamp:

23 version : vl (0x0)

24 Log ID : 1A:04:FF:49:D0:54:1D:40:AF:F6:A0:C3:BF:F1:D8:C4:
25 67:2F:4E:EC:EE:23:40:68:98:6B:17:40:2E:DC:89:7D
26 Timestamp : May 9 02:04:07.964 2025 GMT

27 Extensions: none

28 Signature : ecdsa-with-SHA256

29 30:45:02:20:59:BE:36:DF:E0:DC:A9:A6:0E:BC:9B:59:
30 c.

31 Signed Certificate Timestamp:

32 Version : vl (0x0)

33 Log ID : ED:3C:4B:D6:E8:06:C2:A4:A2:00:57:DB:CB:24:E2:38:
34 01:DF:51:2F:ED:C4:86:C5:70:0F:20:DD:B7:3E:3F:EOQ
35 Timestamp : May 9 02:04:09.442 2025 GMT

36 Extensions: none

37 Signature : ecdsa-with-SHA256

38 30:44:02:20:06:F3:07:DA:CB:3D:1E:Cl:1E:E2:FD:7B:
39

S

Key Usage (XBFER) : 1IEEIEPBAAMIFE, (E Digital Signature, Key Encipherment, XERiFRETEF4
BF0ESENE,

Extended Key Usage (' RASAFAEIE) : H—I1EELBAIAIE, {E TLS Web Server Authentication, TLS Web
Client Authentication R NEBEI AT TLS IRSBHRBMHIGIEFNZFinSHIQIE.

Basic Constraints (BEALAER) : IERZEBEE N CAMER, AL FALSE, FRXAE CAIEH, BHLLZIEB#A
£ CA RS K EMIEH, meeit,

Subject Key Identifier ( SKI EAZEIRAF) : IEBPLPRIE—IRRFT, BEEAPIRHE.
Authority Key Identifier (AKI SAVEBIRART) : RRERIZIEBRY CA RIBIE—TRRFAT.
Authority Information Access (AIA) : 12t CAEBHITER L,

Subject Alternative Name (SAN) : ZUHIEBERRIEMIES (SAN) , BEBEFFHESMNENS. T RIEBIE
FERE, AIPEBRTE MR, TANRKERERNRE SAN MiE Subject CN,

Certificate Policies: fSEIFHEENISRE, {8 Policy: 2.23.140.1.2.1 £ Let's Encrypt B5ERS, & CA/Browser
Forum AYIEESIIE (DV) IEPEK,

CRL Distribution Points: R#HIEBMIFTIZR (CRL) RUTREELE, RITFEFRIGEIEBEEHMHE.

CT Precertificate SCTs: IFiEBBHE (Certificate Transparency, CT) NEZATER,, IERBEREICHEI CT HE.
EEEIEPEERNE, PHLERERNANERES A, IUCHIEEEEK HTTPS iIEREE SCT.



SKI §" &

£ x509 v3 hRAHFE— Subject Key Identifier (SKI) 7 f&, iz RFRAVERE—AR)Y SHA-1 I8%E, SEE
IR RETRRAT. TRRMSENEBAIATAE—IE,

1  X509v3 Authority Key Identifier:
2 C5:CF:46:A4:EA:F4:C3:C0:7A:6C:95:C4:2D:B0:5E:92:2F:26:E3:B9

X3F RSA Z558288Y,  SKI {E9 RSAREARY Modulus #1 Exponent #9 SHA-1 I8%{E, A THITEIITE:
1. 8 225AAY Modulus # Exponent #mh3J9 DER &% (IB1& ASN.1T #IN) .
2. %) DER fREBERIZHFIENREITE SHA-1 I8F(E, £55RE0H SKI.

HFER
EREESERE
ERRE

1. JBIEBEM (TBS Certificate) &% ASN.1 DER X ZHHIEUE.
2. W THEISUETEEIESE (IWEBEREAFA SHA-256 IREFEX) .
3. AT SRS HEHTING, INZSHVEREIMIRL 7 IEB Y Signature Value FERIINE.

IEPRARFERIBIRFE, (NEEINZEENEEE (B signature value ) . IIERY, KIFSHFERITX TBS
Certificate i#{T DER fmiSHitEHISF(E.

B RIIERIE
o NEHBHREBAY Issuer FERAREVE E—REHFER, FMNPRELBTRIERINE (Fila0, ks Let's
Encrypt R11 B9NER) .
o BFHANEBHRGEBEM (TBS Certificate) §5#8/9 ASN.1 DER 18RI TiHFIEME.

o (KIBEBPERNEREX (Signature Algorithm) |, XX/ DER fmiBERIEIEITERIGHE WIERA
SHA-256 &%) .

o FIAZERREEIN_ E—RIEPHOATE, BBYNENERR signature value FE, NMSEIRIRRISHEE.
o B EEINFRREAESEMTENIREERTILY, EMmaE—, WRIBZEBHEFEH.


af://n98
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IEHHE
FEHFERF, LREBASTERANESIERHR, MBEY5IAXK. BEL—BRIED (BIRAECARGER)
FEBI LA FERAMNHISCI:

Issuer =FER

FRSRNERPIMAESS (R EERHFERIER) .

1 1Issuer: C=US, O=Let's Encrypt, CN=R1l

AKI i &
Authority Key Identifier i RIMA LEMFEBRIAN, 1t RIES LERFIERH SKI.

1  X509v3 Authority Key Identifier:
2 C5:CF:46:A4:EA:F4:C3:C0:7A:6C:95:C4:2D:B0:5E:92:2F:26:E3:B9

AIAYRE
Authority Information Access (AIA) ' B FIFIEEIE B+ L—BEFIEBR Faittht, HES— URL,

1 Authority Information Access:
2 CA Issuers - URI:http://rll.i.lencr.org/

PKI

APEMZEE —ERTFERNFIEBNAMMBNRS, HEOAHEIE:
o IEBMANIE (CA) : GERMRMIBEEFIES.
o EMHNM (RA) : thE) CA RIFERIEENSD.,
o HFIEH: EF X5091nE, BELQH. BHEEHM CARE,
o TASAFIRGA: ATINE. MENSE,
o IEPIEEFIE (CRL) : ICRHBUHEHIGIES.
o (EIEHE: MR CA. A CA FIZHSLANER AR,

OpenSSL 2 TSI EIAMAMNT R, RIFAFEIZECH CA. EEIEREMEE. 4 CRL FIIHS(EH.
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openssl

OpenSSL iRt T SN an ST ERMARXIFRER (FABMAE) LIRBXSH, EEERUTHS:

B OpenSSL AL A< (genrsa/ gendsa / ecparam) 4£EH, MESRBEEZR. NRANEERGS
genpkey (IFZFMENX) Ml pkey (Z—EIEEH) , BUREHESRIEM. pkeyutl XX rsautl SCHLEAN
B/EE, BINRITEEEE.

genpkey

openssl genpkey R—MNATEMMASREBXNBAGS, XIFSMRARE (MIRSA, EC. DSA, DHE) , &2
OpenSSL PHEEFRIFEIFREFER TR, BYCTIRNEA®S (M genrsa. gendsa) . LATEHEESEIFMHR
A :

-algorithm alg

IEEFERNARREE. SFNEE:
o FA$HA4ERK: RSA. RSA-PSS. EC. X25519, X448, ED25519, ED448,
o S¥ER (EES -genparam) : DH, DSA. EC,

1 openss1 genpkey -algorithm EC -out eckey.pem

WIIE -pkeyopt ZBIFERE. 5 -paramfile B,

-paramfile filename

BRSO, BTETEESHERFAR.

1 openss1 genpkey -paramfile dsaparam.pem -out dsakey.pem

5 -algorithm Bff, SHUFRERIAREL,

-genparam
ERLEIESEMARRAR,

SFSHEGL: DH. DSA. EC,

WIRME -algorithm, -paramfile 5% -pkeyopt ZHITEE. EMIISEABTREEREMN.

1 openss] genpkey -genparam -algorithm DH -out dhparam.pem


af://n170
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-out filename
IEERATAE S ERYE (.
WRFIEE, BHEARERE (stdout) .

1 openss1 genpkey -algorithm RSA -out key.pem

-outform DER|PEM
IEEHRT(, PEM (SXAME, Base64 f@f3) B DER (Z#HHHEN) . BHA: PEM,

(ERTZHEEH, (B -genparam £RESHAY, -outform 28, WBEREIEHS PEM. PEM IEXETERL, 2
FEHEFNEHD,

1 openssl genpkey -algorithm RSA -out key.der -outform DER

-pass arg
BRI HFARRYINZERIRIR.
5 -cipher Bc&{£MA, MMERBLUSEZ 2.

2% openssl-passphrase-options(1), SZ#FETAN pass:password, envivar, file:filename &,

1 openssl genpkey -algorithm RSA -out key.pem -cipher aes256 -pass pass:securel23

-cipher
ISR INEERAART R FRRURIFRINEEESS (4 aes256, des3) .
FES -pass AR, NMEEEUME EVP_get_cipherbyname() STFHEIE,

1 openss1 genpkey -algorithm RSA -out key.pem -cipher aes256 -pass pass:securel23

-verbose

LA R ISR (progress dots) , FavERFHE.

1 openss1 genpkey -algorithm RSA -verbose -out key.pem

-quiet

BIFRRRESR", RiFmLEE.



1 openss] genpkey -algorithm RSA -quiet -out key.pem

5 -verbose B, E&HATBIMLES.

-text

VABBSZRZZVFTEDRATR. NIRESEHATFMER (RIN%) , R PEM g DER 4544,

1 openss1 genpkey -algorithm RSA -out key.pem -text

-config configfile
IEEmENX, BEEAIARY openssl.cnf,
BCENMAIENBOASE. BiXIaF, FNR config(S).

1 openssl genpkey -algorithm RSA -out key.pem -config custom.cnf

-pkeyopt opt:value

REFFERAER, BINAIESEMmS.

1 openss1 genpkey -algorithm RSA -out key.pem \
2 -pkeyopt rsa_keygen_bits:4096 \
3 -pkeyopt rsa_keygen_primes:3

AJi@id openssl genpkey -algorithm XXX -help EEREAIFAEI, HI T XA BRI 1 S84k
",

Z RN
RSA BMRAEREEIR

rsa_keygen_bits:numbits

B RSAEPAYUER, FAMEDD 2048 {i, ZINZE/DER 2048 (i, #EdF 3072 B 4096 (VLIS RZ 2.

B3 fl: -pkeyopt rsa_keygen_bits:3072,

rsa_keygen_primes:numprimes
IREAERL RSA BRRIRENE, BOAN 2. SR RSA AIRAZRENEE, EFIRLEMITE.

HiZ=f5: -pkeyopt rsa_keygen_primes:3,
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rsa_keygen_pubexp:value
1ETE RSA RIRIEEL, BUANEZ 65537, SFHitdlai+7S#t (40 Ox Bi%g) , HAMEY 3 B 65537,

FBiz45: -pkeyopt rsa_keygen_pubexp:3,

EC ZSA4ERIEIR

ec_paramgen_curve:curve

ISEMEIRIZETR, STF NIST fRAERRZaN P-256 (secp256r1) . P-384 (secp384r1) %,
B3 ffl: -pkeyopt ec_paramgen_curve:P-256,

BEEEMAYIERAEA®DS: openssl ecparam -list_curves,

ec_param_enc:encoding
REMERLZSHEmEIEN, FIA named_curve ({X5IFH%EFR) , BATE explicit (BETESE) .

Hix=f5: -pkeyopt ec_param_enc:named_curve,

FARREHESH AR, AR EEREIIMANSFSHITELNAN, PP EETERLBRENEEMER.

pkey

openss1 pkey 2 OpenSSL TEEFH—MzOAY, EIRTLEAHEFIFAE. BZIFSHINEE, Sia2EEX
iEith AN, INBMASIRELANZIREEIRINS, ERTSXZPEEGE.

ZAnPRIRIMA D A=AZE: BREERATIREEMEFSEY, BASRBTIEEEZARRENREMBI, WHERE
HEBNSHSARABRET.

18 RN

-check

T AR TF A EZR P AR EMAR—EUE,
FERTREMBISE—EE, FERTFAMA.

-pubcheck
ST E A HE XS P A TR HHRIIERHE,

ERTRLSERE (W DSA, ECDSA) , Fi&EMF RSA 24A.
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§8 N\ 15155
-in filename| uri

IEEBAN4EL URI, BEBMERNANREFAR. WRKEE, ANRERA. WRBANREREINERERRZ M

-passin, SAETMAER,

-inform DER|PEM|P12| ENGINE
IEEMAERIMER, BMREXHREEMEN.,
e PEM: Base64 fRBHINAIER (BER) .
e DER: B,
e P12: PKCS#1218X (BERTIERMERNIE) .
e ENGINE: BIINEs ZINEEE.

-pubout
AR (BMEMAREN) . 5 -text EGHT, F3T -text_pub,
KIETE -pubout SHNIMHANFHFAR, WRIEE -pubout SHNEBAT AN, TiEERTEMHEAHEIFAR.

-passin arg

EEMAERNEERR, UL openssl-passphrase-options(1), EISIEIE:
e pass:password: EEHETEZ,
o file:filename: MIZ{4AEENED,

e envivar: MIRNEZTESEEERD,

M5 -passin pass:secret123

-pubin
EEBMANXMEARNE (MAZEARIFAR) . NRBANEEFAH, SEMREREARERS.

Tk e

-out filename

EEBENY, RERBEINERENAMERE. MRAKEE, BHImERL.
IR BHEMHSBERAXG (RXMEER) | B34 /0 JFFRFEE.

-outform DER|PEM

IEERHERIEIC, FUAR PEM,
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* PEM: XARER, BEASHNAGR.
e DER: THHIER, BRETHEE™EEIIIER.

-cipher
(EFEEMNMZEENNZ LAY PEM FASE (80 aes128. des3) , EELS -passout RHED,

ES: DERBIASHHFINE.

-passout arg
IEERE SRR, &IV -passin,

~f5l: -passout pass:secret123

-traditional
EFMEZRAIFATEIETN, MIFEBAIARY PKCS#8 #&3L.
PKCS#8 REICAEIN, IFZHEIEFINNE.,

-text

BB mHZERYFMER (W0 RSA BUREL. 1880 EC 1988 . nISRIBMmEES, (B85 DER IBE
éo

-text_pub

R ARRR D AIANIER, F8ES DER AR,

-noout
FEHREENZR, (MaHXAEE (FES -text 5 -text_pub)
o {XfEEF -text (RIEFE -noout) : #HH PEM X ZERANEER.

o [FERIEF -text #l -noout: {VHIHEANER, AE PEM 1&EA.
o EAJR{HEFH -noout (FKRIERE -text B -text_pub) : FTAFHTHEH.

-ec_conv_form arg

(IXPRIBEIMZZA) e MR mAmSRE:
e compressed (BRIA) @ EFEHE, SAATENN.
e uncompressed: FREFEE, BATTERLUIR,
* hybrid: B&EX.



R BFEAE@R, ZTHEIRSNEEEBOAZR, SEmIFENENX OPENSSL_EC_BIN_PT_COMP jFH.

-eC_param_enc arg
((URBERIZEE) IEEMERZSENIRmAE:
e named_curve (BKIA) : {HFAERILZE OID (0 secp256r1) ,
o explicit: BRRIBHLSE (MR, EHRF) .

= implicitlyCA BRiZRCHL,

x509

openssl x509 2— M SINEERIERAEGS, BTER. ¥R REEERE. ERIEBSIERER, AxFEES
B MBICAER,

BN, ShFNEREIR

-new

MELER— MR, MARETIAIEREIER, FES -set_subject IEEEAETR, RAAIET -force_pubkey
18RE, RRAER -key BX -signkey RRRIEIH (BEHE) .

openssl 3.0 and latest
-req

IEEBAAPKCSHI0IERIER (BUAIZMANIESR) . BREEER, T RMARES, "@d-extfilefgE.

-in filename| uri
IEERAI 48 URI, SEEGEREGERIER (5 -req BESEA) « BUAMRERAIZE.

TR ABES -new IEI—ECEA,

-inform DER | PEM

EEBAXMEIN, BOASPEM, SZHEFDEREPEM,

-passin arg

EEBAMXG (AIFARSOETR) SRR,

-x509toreq

FHEREEIRAIPKCSHIOIERIER, FfEM -key B -signkey IREFAABITEER, QHMAIBRE subjectPKinfo &

Bz,
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BAAREHMNIERRY R, 7@ -extfile FN .

-copy_extensions arg
REEMIEBEIER (-x509toreq) ELMIBERERES (-req) B BREHNTA:

e none: ZHEXE (BLIA) .

* copy B copyall: EHFET R (EMIEBREAEHEMTRIIIABEZRTRT R) . J5S ext H—SRE
SHIRY R,

-vfyopt nm:v

RN FNER T ARIAN, BRSHMERSEEMS.

-key filename | uri / -signkey filename | uri

EERTEBFNEBNIBRATAE, QIPEMBNIERHIBFK (BRIFER -force_pubkey ) .
o REMAEBMAERSR (BMK) .
* FRIFGER -preserve_dates, BNIEMHBRIGRIANLRIRTE), L5RATEIE -days RTE.
e TBES -CA—#e(ER. -signkeyE-keylIBI%E.,

-keyform DER|PEM | P12 | ENGINE

IEEFARIIAGSIL, BUAKISE.

-out filename

EERENGE, BAGHINERL.

-outform DER | PEM

e, BAPEM,

-nocert

FaHIEPAE, (XEHAEMEI (WFTEIEN) BXREAE.

-noout

Fiti, [GTEDHREALEIN (20-text, -serial) fEERIER.



N33 Th
-set_serial n

REIPFHIE (Hislall Ox FFLAg+H7S#E) . 75 -key, -signkey Bk -CA —if2fFEAH, &5 -CA —ie(FER, T
AEA -CAserial 18 ERIFY IS 314,

-next_serial

BFAISiRENMNILERRFFISI.

-set_issuer arg
REIFPRIMAEBIR, 183(E -set_subject,

openssl version 3.3 and latest

-set_subject arg / -subj arg
IREIFPRIEARRTR, 8I/9 /typeO=value0/typel=valuel/... , SFFRFMTIENITFHRFFF, TERIF, ZE
RDNFE+7fR.

{5l%0: /pCc=org/DC=0pensSL/DC=users/UID=123456+CN=John Doe
A5 -new F{] -force_pubkey —#S{HERERRFTIET.

openssl version 3.3 and latest

-subj 2 -set_subject 1951,

openssl version 3.3 and latest

-days arg
IREFNEBNSKENERE (RE) |, BA30 K,

TRBe5 -preserve_dates =}, -not_after —i2({FHH,

-not_before date

EXGBIFPEHER, 8 YYMMDDHHMMSSZ (ASN1 UTCTime) & YYYYMMDDHHMMSSZ (ASN1
GeneralizedTime) , 5f today, A B¢S5 -preserve_dates —i(FFa,

openssl version 3.4 and latest

-not_after date

SRR ENREHIEHE, B8XE L. 7885 -preserve_dates —iefE[f, 5tT -days.
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openssl version 3.4 and latest

-preserve_dates

FEZATREBHNIERAY notBefore #1 notAfter HE, 485 -days. -not_before & -not_after —iE(FF.

-force_pubkey filename

REBIUFPEHIE KR ABIIEEEFIAE, MARBAE -key FRINE. ERTEMABMAEBIFBEZAES (0
DHZE$R) .

-clrext

ERGFMEBEIEKET, AMREWARYT B, £RIEKE, EMPRMIMAEZRIRRT BAEE.

-extfile filename

IBEEEX.5099 BHBECE S,

-extensions section

187E -extfile REFRONATY EHB, I x509v3_config(5) .

-sigopt nm:v

ERBRERESLEREIAEIN, JZRER, BAEHEE AR,

-badsig
BRNWERIAESR, BT,

-digest
digest EIMARIREMAR, CEBESEMEN (4 -fingerprint BTEMIEBIEXN) E&ER.
BFEE BB ELRIERNAEEE.

WRKIEE, TXIEE -fingerprint KISE -digest , MEHIFRIENAT, BOAER SHAT EiEHITIHE. &8
BESFERRANRESE L (1BER SHA256) .

5l

1 openss] x509 -in ca-cert.pem -text -noout -fingerprint



THEIEBESEHER SHA

1 openssl x509 -in ca-cert.pem -text -noout -fingerprint -sha512

THEIEBELETER SHA-512

1 openssl x509 -new -key private.key -out cert.pem -days 3650 -subj "/C=CN"

HFEEN, IHEIERESISHREIEA SHA-256

1 openssl x509 -new -key private.key -out cert.pem -days 3650 -subj "/C=CN" -sha512

HFEEN, HEIEBEXSHREILN SHA-512

{4BY CA IR
-CA filename| uri

1BRE CAIES, BTERINES. REFNEPAINAE CABIERR.

-CAkey filename|uri

BE CAFATR, BTER. EXEMH, MBFEIE -CABATF,

-CAform DER|PEM P12

CAIEBRIFEL.

-CAkeyform DER|PEM |P12|ENGINE

CA FATRAIREL.

-CAserial filename

BEFFISXG, FHEDRERNFIIS (T758H) o BUASEEYS CAERHEIN srl.

-CAcreateserial

MRFHISHAFE, CIEFERETFYIS.
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IEPHEE LA
-checkend arg

WEIEBESEARK arg WRZIER (REHFEFRTENGEIED) .

-checkhost host

WIBIFB RS TEEEENS.

-checkemail email

WIREREE LA ER F R biL,

-checkip ipaddr
WUEIFP 2R ILECSE IP ek,

UEPHTEN%EIR

-text

DINARZFTEMEBNRRER, BEQH. S8EE TES.

-certopt option

BHENX -text BUMHIEI(, SZHFZNEI (40 no_header, no_pubkey, no_extensions) , “Text Printing Flags”
iy

-fingerprint

TTEFHTENERAE (DER JRIGAHE, BEE SHAT) .

-serial
FIEMERFYIE.
-subject
FIEDEREZFR,
-issuer

FIEMRAE BT,


af://n526
af://n539

-startdate / -enddate / -dates

SRFTEMEBERBE. FEIRHAEME.

-nameopt option

BHIEREIAEZTRIERET (80 RFC2253, oneline) , T openssl-namedisplay-options(1),

-ext extensions

FTENEREY B (40 subjectAltName, keyUsage) . STHEREESTRNYT EHIE.

-purpose

WERT RAMEHERR (W0 SSL =2 i, RSBHEF) .

-pubkey
FIEMEBRAIRIA (PEM STV .

-modulus

FIENASBRUIEEY ((EFBTF RSAZ4R) .

req

openssl req 2 OpenSSL 3.5 FRI— v ane, EZERTAIEMNLIE PKCS#10 18VANEBIBK (CSR) |, tEAILAERE
BRIUED, BIAIRIER CA,

openssl req s AT

o HEREEHIER (CSR) : U PKCS#10 t8AY CSR, BIZQIPFHIEREE, AT EIEBMANINE (CA) HEIE
.

o HRFEERIER: BT x509 EMAERBSZIER, ERTMKEENR CA,
o ISIFFIEE CSR: 148 CSR RNAHKIIEHESE.
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188 P e i
-help
BranSHIRENER, FIHFTE A kL.

-verbose

FTENREROFER, EEVL.

-quiet

HRENEHES, EaAS 2R,

-batch

[ERAFRRERL, ERERARENHEGSTEH, NERAFEA.

TP e U

-in filename

EEMAM (CSREGETR) , BAMRERNIZE, G15R6ER -x509 8 -CA, IHIRIIFHAE,

-inform DER | PEM

BAHEI, BUAD PEM,

-out filename

fEEBEMXM (CSREGES) , BAEHRmERL.

-outform DER|PEM

s, BOAZ PEM,

-passin arg

ENFASASGEPRIZERIRIR, ¥ W openssl-passphrase-options(1).

-passout arg

I SERIZRESEIR, 100 openssl-passphrase-options(1),
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IEBiER A RRIEIR
-new

EERHTHY CSRIERIBR, IrAPBATRFER (RECEXHEEITIEE) .

£ CSR (EBERIBER) &, UEENFRD NEMFER x500v3 i BFERX,

BEit=EZEI4E: version, serial number, Signature Algorithm, Issuer, Validity (B%Hd8]) . Subject. Subject
Public Key Info ($BIEE) .

CSRIEHiERPINGEEEXIFERE Subject 7 Subject Public Key Info, ERFENEFER CA (EBMANIAE) £
BRATEE.

x509v3 H RFERENFE, XT TLSIEH, Xy REE:

¢ subjectAltName=DNS:example.com (}§EA]FERYESR)
o extendedKeyUsage=clientAuth (FENGEBFER, WEFERIAIE)

£ CSR (EBERIBER) &, EATULUSERMFRIN BRFR, EREZENSDTEBAT CA (EBRANIE)
AR RIS,

XJF DV TLS =AEH (EHBWIEENES) , BIfE CSR4SE T O (Organization, HR) FFE, CABEMRE
CN (Common Name, iEBFBEE) FKR, FEB (N ZRE—NEROEE. R CN FEAE
subjectAltName (SAN) ¥'EBHR, CABESZHEE CN, MM subjectAltName FiEE—MAB/ESUERER.

-subj arg

HIEEE CSRAVER (DN) , #&=U A /typeO=valueO/typel=valuel/... (40
/C=CN/O=MyOrg/CN=example.com) ,

S OpenSSLfEAERGERR, SF&ERHHTHEENFRINFAE, FeBEhERsERF.

-newkey arg

ERGETFAAFRATF CSREGER. BREIE:
* rsa:nbits: ARISENEIRT RSA ZTA (FAIA 2048 fi)
e algname[:file]: EMISEE%X (W dsa. ec., gost2001) ERFEIH, AIEESELH.
o param:file: M\3HHIENEESEHAERER.

-keyout filename

IEEHERRFASPRIRIH S, TNERFKRIRME -key, BRUAGEFRECESIMFHY default_keyfile,


af://n620

-hoenc

SERFARRIAINE (BBEF -nodes &) .

-cipher name

IEERLTRINERIEL, BOAMER AES-256-CBC (OpenSSL 3.5 #itf, EXTAM 3DES B9 AES-256)

-pkeyopt opt:value

RENAEFIAN, HINRE EC BiZAISEL, 1F0 openssl-genpkey(1),

-key filename | uri
IEEMBTAAX 4. FABATES (3% PEM, DER, P1218x)
WMEELERE CSRIEBIER:
o IZFNENAASEIRBITEATE CSR 1, EAFSKIERIINE.
o iZFAARYFASANIABTXY CSR RIRSIHHTER, I REAEIZARRTXINAIFATA.
MRRERFAEFIES (BiRB1EE -CA #l -CAkey) :
o IZAMBNABREHRBFHEAFNEBRIAHE.
o ZFNARIFASANI AT XIFNERHITBE R,
WMRR2ERFRALFIES (BISET -CA 1 -CAkey) :
o IZAMBNABRBHRBIHEAFNEBRIAH.
o ZFABNTIMARSATFERHTES, MEBMNSEEH -cakey 1BER CA FASARSTHK.

BEZIEPi%EIR
-x509

EREBRUETMIR CSR, BUAER X.509 v3 (FRAFERE -x509v1) .

-x509v1

LR X509 V1 IER (RETE) .

-CA filename | uri

18 CAIES, ATERINES, &EIIHE CARI.
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-CAkey filename|uri

18 CARYRATR, 5 -CAECAER.

-days n

IREIFPEXE] (RE) . BOA 30 K. WRFERE -not_after, WMAICHER.

-not_before date

IREIFPAUEEHARTE, &I YYMMDDHHMMSSZ & YYYYMMDDHHMMSSZ, 37§ today.

-not_after date

IREIFPRYZIERRGE, #UELE, ¥ today,

-set_serial n

REBSRIUEBNFFIS (TEHELL Ox FFLAIH7N8EHE) .

i RHECEEIR

-config filename

IBEmMEXY, BEAEENXE (1BE openssl.cnf)

-section name

IEEECE AT REET (BRIA req 75, OpenSSL 3.0 Fig)

-extensions section

BRI RIEEXHT (BT -x509) .

-reqgexts section

EE CSR T EBIEENMHT (ZETF -extensions, OpenSSL 3.2 #55814) .

-addext ext
ISFEY B2 CSR 2R, 8 key=value (%l subjectAltName=DNS:example.com)

BESMEE:

. BIZIR(ER.
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1 -addext subjectAltName=DNS:*.xiaoshae.cn,DNS:xiaoshae.cn

-copy_extensions arg

EHIEEE CSR R BEHIENES (none: BRBE, copy 8 copyall: E4l) . FTHfhEIR,

-precert

SRrE ST B ROTERE (BFEREBERSE, RFC6962) , FHEE -new,

E B FNIEIEELR
-digest

EESHERNRERZE FUAREREXHEE, FLEEEN Ed25519 BRSILEDR) .

-sigopt nm:v

EEEREEANER (BiEEX) .

-vfyopt nm:v

EBIIERZRNER (BIEEX) .

-verify

IGUE CSRAYBER, WRKMW, FEFRIZAMRE (OpenSSL 3.3 #EiRERRHRT 1)

fai B NS LI
“text

LASIAFZAFTED CSR SFBHREA.

-subject

FJED CSRBUER (B -x509) BYFERR,

-pubkey
FIED A,
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-modulus

FIEDNERAUIEEL (X RSA) .

-noout

g HgRASEHY CSR BREH.

-nameopt option

BN EFREEUAE BFRRIETMEI, ¥ openssl-namedisplay-options(1),

-reqopt option

BENX -text EHAMETL, A openssl-x509(1),

-utf8

BFRREmMREN UTF-8 =58 (RBUAASCH) .

-newhdr

£ PEM EitHeRif0 NEW #RiE (22 CA BRI EK) .

ca

openssl ca &< /2 OpenSSL TEEFRI—NINEE, BTRIUERIRAIE (CA) BHEE. EILIBREEERIER
(CSR) . EREIERMETIFE (CRL) , HEHA—MCREMAEBRERSHXFLIERE. REEE OpenSSL fJ—
NROIETER, (BEINBEERLSTHFERR CA B1E,

openssl ca 82— 1" ATERE CARNGIITIR, TENREEE:
o EFJIEBIER (CSR) : HRIBREMAY CSR THLERIES.
o SREEBMIEFIER (CRL) : QUEESEHT CRL, ICREMEANES.
o YHPMEPHIEE: ICREMREBRERS (BN, BES) .
e HME Netscape SPKAC: %2 Netscape t&HINBFIHkELISK.
o TIFZMIEN: 3T PEM. DER EEAAIMAFIAH.
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i SigiE
1 openssl ca [5i] [EB#ERCME...]
IR = CA BERYITH, WHEERCESY. MANBHX . EFEEE.
IEBIERIYE: TLUEER CSR X (I -in 1EI) 524> CSR 3 (1B -infiles St SHRETIH) .
BES 1 CSR XSl

1 openssl ca ... -infiles csrl.pem csr2.pem csr3.pem

BrapSHEER.

-verbose

BHIFARREEE, BT,

-config filename

IEEBCE 4R, ENAMEBES® openssl(1) BY“COMMAND SUMMARY"&B45 .

-name section 8 -section section

IEERE A PERR CAED, BEEIAR default_ca iRE.

-batch

BRtIEEN, BSEBEBMANERRAFHIA.

NG LH IR

-in filename

IEEREB/MEBIBER (CSR) HIBAIE,

-inform DER|PEM

BEBNIERERIMER, BAKEEE (I openssl-format-options(1)) .
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-out filename

EERHIERXYE, BAEEEREEE (UL PEM 18I0, PRIFER -spkac W79 DER1&R) .

-outdir directory

EERHIEPNER, IERXEHRLT/NHEFFISI .pem EREGE.

-infiles

FREESHAZ MEBERMAFIR, FRERIRG. 5 -in SEHR,

-spkac filename

QI Netscape t8T0HI SPKAC ST (BLENSEFIHEER) .

-ss_cert filename

BB ERIEBRIEZERK,

-notext

FHIERRNAR L, (EHwSMHE0 (20 PEM 8% DER) .

UEPHECIEIR

-cert filename

18E CAERIUYE, w5 -keyfile ILEL,

-certform DER|PEM | P12

fERE CAIEBRIETN, BUAKIERE.

-keyfile filename | uri

FETE CA FASESZ(HEL URI, A5 -cert IR,

-keyform DER|PEM |P12|ENGINE

IERERLTRIESL, BUAKISRE.
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-key password

IEEFMAINEEE, TEEER (HTEHITRERERF LN, BNER -passin)

-passin arg

IEEFAASIERRIZTSRIR (I openssl-passphrase-options(1))

-selfsign

fEF3 CSR FIFAEIHTEE R, PESEFATE (5 -spkac. -ss_cert B -gencrl j#128)

-startdate date

EXRBIFPHIIEMATE, 1B YYMMDDHHMMSSZ (UTCTime) & YYYYMMDDHHMMSSZ
(GeneralizedTime) .

-enddate date

EIUREEPRIZIERRSE, B=UE L.

-days arg
EEERE3E (R .

-md alg

IEESAFERNBEEREEL (0sha256) , 37#F openssl-dgst(1) FFIHAEE. WFASTHFHEENE L (W0
Ed25519, Ed448) , L%kl 2R,

-policy arg
1ETE CA RE&, EXOIE DN FERAIILECAIN (I SREEHEZVHESD)

-extensions section

IEEBCE )P ENXANERY EBEBs, BAIABERA x509_extensions (4ERk V3 iEH, &R VI IESR) .

-extfile file

IEEFOMITE XA LASBUERY .

-subj arg



BRIERTFIERER, 18307 /typeO=valueO/typel=valuel/... (3ZF55{E RON FAEXFH) .

-utf8

BFER(EREN UTF-8 =58, BRAIKR ASCI f71%,

-preserveDN

{RERIEKTAY DN IiF, BOAZSRERERD EXAYIRFT.

-noemailDN

MIERERPER EMAIL FER, (ISEIAY & (20 subjectAltName) .

-msie_hack

JFREIBR EERIEMEY, BRERGE (BRF, NEFER) .

-sigopt nm:v

EBERBIAAFEERIT (20 SM2 /Y distid) .

-vfyopt nm:v

GRS R EEAWFEIRIT (IIEIE CSR BEZRIANEIM) .

-create_serial

RFTENFFISHEERFIIS, NAERFAIREFFIS.

-rand_serial

(ERABENEENFIIS, HARTRFIISMH.

=045

openss| ca BT ARKRE LKEFEESSE (BFE N openssl.anf) . EEEXAHHS CA HBXAIERSH -name
default_ca 8%&. A TFREEXAFHAIFFEIE:

FRY, IXEXIEIRMRY OpenSSL ECEMMHRISE PR, BFOKEREE. &, RN, BETRIAIRAE
T, XFFEHMRAEINES IR, BRRS T REIRSIIERE.

1 ##HHHRRHH AR R HTHR R HHHRRHH AR R AR R HAAAR R H AR R AR R HHARRH
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[ cal
default_ca = CA_default

REHAHRRRRHHAARR R A ARRR A TR BB H A AR R A A AR RS HAARR RS A TR R RS A TR RS H A

[ cA_default ]

dir = ./demoCA

certs = $dir/certs
cril_dir = $dir/crl
database = $dir/index.txt

#unique_subject = no

new_certs_dir $dir/newcerts

certificate $dir/cacert.pem

serial = $dir/serial
crinumber = $dir/crinumber
crl = $dir/crl.pem

private_key

x509_extensions usr_cert

$dir/private/cakey.pem

# ERINERESS P R

# BN ca

A SCAFRIAETRE 3

CR KL A7 I8 H 3¢
B2 CRL HIFEHCH

e R 51 30

BWEAN 'no" USRVFAIE
ZASBAAANR 3
HOET KB E -

CA iEF

SN2l Els

MATK CRL w50t
AH CRL, SZFRHiAT

HEAER VD R

AT CRL 3O

# N TR RS (HE S B %3, HERE LT AT,

name_opt = ca_default
cert_opt = ca_default

# JREHIEI: EEAHE .

# copy_extensions = copy

# TRINE CRL M9 JE. VEM: Netscape Communicator JGiEab¥ v2 JRAK CRL,
# BRSO T IR s, DIAERL V1 JRASH) CRL.

# EAN VD BRKM CRL, crlnumber Il B dui.

# crl_extensions = cri_ext

default_days = 365 # EBARE (KO

default_crl_days = 30 # T—IX CRL FEHATMIREL
default_md = default # A AHB B B2 A E
preserve = no # REREEANN

# JURASTEI R 5 ZRAERE 15 3K (14 S UL 4 4] 4 8L

# 0T CA KE, Pl P LR,

# 1M optional (Aik) Ml supplied (FfL) FB M4 gl sz

policy = policy_match

# T cA EmE
[ policy_match ]

countryName = match
stateOrProvinceName = match
organizationName = match
organizationaluUnitName = optional
commonName = supplied

emailAddress = optional

# EEAF (Subject Name) #EIN

#

57 B I

WZRVL R
WAL
WAL IR
Cipes
WAL
Cipss

# CA HIFLHH

DN (Distinguished Name) Jiiiff

=)

i (subject) MIFEF,



55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71
72
73
74
75
76
77
78
79
80
81
82
83
84
85
86
87
88
89
90
91
92
93
94
95
96
97
98
99
100
101
102
103
104
105
106
107

# "anything" (fE{JH%) 5%
# TEMETRRAH, 2y BT E v 2 ) X 5 7 R,
[ policy_anything ]

countryName = optional
stateOrProvinceName = optional
localityName = optional
organizationName = optional
organizationalunitName = optional
commonName = supplied
emailAddress = optional
HHHHHBHBHRH R AR AR AR HRH R AR AR AR H A AR AR AR AR ARG AR AR R AR AR AR R AR AR A

[ req]

default_bits = 2048

default_keyfile = privkey.pem
distinguished_name = reqg_distinguished_name
attributes = reg_attributes
x509_extensions = v3_ca # MBI AZAIEBMY R
# RANEN, MARIEME, WSEREA

# input_password = secret

# output_password = secret

# SEIUN R R E — AN . A 2 Ak

# default: PrintableString, T61lString, BMPString.

# pkix : PrintableString, BMPString (PKIX 7E 2004 4ER{THIELD)

# utf8only: {WfiiHH] UTF8Strings (PKIX £ 2004 4FJ5MEIL) .

# nombstr : Printablestring, T61String (A% BMPStrings = UTF8Strings).
# MASK:XXXX —ANFIH RS

# i JHRAR Netscape & {Eih#| BMPStrings X UTF8Strings HJAiiH.
string_mask = utf8only

# req_extensions = v3_req # WINFEBiERAY R

[ req_distinguished_name ]

countryName = EXRELH (2 FhHRES)
countryName_default = AU

countryName_min = 2

countryName_max = 2
stateOrProvinceName = MEE R LI (24)

stateorProvinceName_default = Some-State

TocalityName = X AZF (Blhn: W)
0.organizationName = HELH (Bl An)
0.organizationName_default = Internet widgits Pty Ltd

# FAVEFT DX, (FEFEAFE -
#1.organizationName = HOAHALT (B AF)
#1.organizationName_default = world wide web Pty Ltd



108
109
110
111
112
113
114
115
116
117
118
119
120
121
122
123
124
125
126
127
128
129
130
131
132
133
134
135
136
137
138
139
140
141
142
143
144
145
146
147
148
149
150
151
152
153
154
155
156
157
158
159
160

organizationalunitName = AUBALAFR (. &)
#organizationalunitName_default =

commonName = WA (Fla: BRS2E FQDN &M eE44)
commonName_max = 64

emailAddress = HFRRAE L

emailAddress_max = 64

# SET-ex3 = SET ¥E%'5 3

[ reqg_attributes ]

challengepPassword = JiihshY

challengePassword_min =4

challengePassword_max = 20

unstructuredName = —/NA[EMA A 2R

[ usr_cert ]

# 24 'ca' BF NERN, LWL,

# MO EAET PKIX f57, [HELE CA nbEAE, HAB- AR Eib v E
# DLEE G IR FIE RN CA TR,

basicConstraints=CA:FALSE

# X0 R T ) 2 A AR 2 H T
# keyUsage = nonRepudiation, digitalSignature, keyEncipherment

# PKIX MW, BETEFTAIEBHTLE.
subjectKeyIdentifier=hash
authorityKeyIdentifier=keyid,issuer

PIFHEMT subjectAltName F1 issuerAltname.
SNk o

subjectATtName=email: copy

F—FAE A PKIX FrifE ARt e 77 2.

subjectAltName=email:move

H OH K H W

H*

SHITEE (subject) MITEAIMEE
issuerAltName=issuer:copy

H*

# ULICN TSA IERATL .
# extendedKeyUsage = critical,timeStamping

[ v3_req 1]

3

IINEREFTERNY e

basicConstraints = CA:FALSE
keyUsage = nonRepudiation, digitalSignature, keyEncipherment



16l
162
163
164
165
166
167
168
169
170
171
172
173
174
175
176
177
178
179
180
181
182
183
184
185
186
187
188
189
190
191
192
193
194
195
196
197
198
199
200
201
202
203
204
205
206
207
208
209
210
211
212
213

[ v3_ca ]

# A cA YR

# PKIX #.

subjectKeyIdentifier=hash
authorityKeyIdentifier=keyid:always,issuer
basicConstraints = critical,CA:true

# EHM: XX cA IERRMAE. ERFEaHEIE

ZAE R RN BB ZUETS, DL ER IR T S d-Hs A s .
keyUsage = cRLSign, keyCertSign

H* H*

TEF & H AP EF IR 5—2% PKIX #il
subjectATtName=email: copy
Sk E (issuer) MENER
issuerAltName=issuer:copy

* OB H

— AN DER T Nl gmis: VER, XRLHRMEM!
obj=DER:02:03

Hrr 'obj ' 2 AMFRAERIEGHTE N 5

PRELZ T DA 55— AN 2SR R

basicConstraints= critical, DER:30:03:01:01:FF

H OH B H R

[ cri_ext ]

# CRL ¥JE.
£ CRL 1, R4 issuerAltName Fl authorityKeyIdentifier H& .

H*

# issuerAltName=issuer:copy
authorityKeyIdentifier=keyid:always

[ proxy_cert_ext ]
# CUEACHIE TR A INIX S H R

# MO EAET PKIX f57, [HELE CA MIbERAE, HAR- ARG Eib e E
# DLEE G IR FIE RN CA TR,

basicConstraints=CA:FALSE

# X0 TR R T ) A PR R T
# keyUsage = nonRepudiation, digitalSignature, keyEncipherment

# PKIX MW, QWEERFIUEBTILE.
subjectKeyIdentifier=hash
authorityKeyIdentifier=keyid,issuer

# LLFAAEMT subjectAltName #1 issuerAltname.



214 # FAHE TR

215 # subjectAltName=email:copy

216 # B—MAERSE PKIX A RS HBUEFR 7.
217 # subjectAltName=email:move

218

219  # HEHIEMW (subject) MELIE R

220 # dissuerAltName=issuer:copy

221

222 # BEAEHBCNARENES, ORGSR EEE.

223  proxyCertInfo=critical,language:id-ppl-anyLanguage,pathlen:3,policy:foo

Al
+
RSA iEB A4
RERRIRF
1 NAME="openEuler"
2 VERSION="22.03 (LTS-SP4)"
3  1ID="openEuler"
4 VERSION_ID="22.03"
5 PRETTY_NAME="openEuler 22.03 (LTS-SP4)"
6  ANSI_COLOR="0;31"

1 Linux Serverl 5.10.0-216.0.0.115.0e2203sp4.x86_64 #1 SMP Thu Jun 27 15:13:44 CST 2024
x86_64 x86_64 x86_64 GNU/Linux

OpensSSL kRAE

1 oOpenssL 1.1.1wa 16 Nov 2023

openssl ca &< /2 OpenSSL TEEFII—1INEE, ATIREGERIRAZNE (CA) RURE. SHLIRRESBIEBIER
(CSR) . ERGIERMRIEIIR (CRL) , HHHP—MEREMBIERRERSHXFEIEE. REERE OpensSSL AY—
NPT R, (BERERELSTFEARR CA BIE.

B /etc/pki/tls BRTEE CA IMBRIRANBREN:


af://n917
af://n918

[

O 00 N O v A W N

# kN TLS FEPBHFE
cd /etc/pki/tls

# 6 democA T H¢
mkdir demoCA

# HEN demoCA HFIEGIETH=Z
cd demoCA
mkdir certs crl newcerts private

certs/ : FIEMARANES

crl/  FRIERRBHENIE
newcerts/ : FFHGFTIUARRSIEREIA
private/ : f7h CA BIRASASIM

WAtk CA BuRRESt

1
2

touch index.txt serial
echo "1000" > serial

index. txt  IEPHIRENM, ICRFIEMNARIERER
serial [ IEBFIISNMH, BRAEREEEMBE

“miE /etc/pki/tls/openssl.cnf X4, (EXSEL,

5% 451789 dir = ./democa &9 dir = /etc/pki/tls/democA

O 00 N O v & W N =

e el e s e =
© N O Ul A WN RO

38 H#HHARBHARBHARRHARHAARHH AR AR

#

The default ca section

42 HHRHHAH AR R AR R R A AR R R A A AR R R AR R A AR R AR AR

39 [ ca ]
40 default_ca = CA_default
41
43 [ ca_default 1]
44
- 45 dir = ./demoCA
+ 45 dir = /etc/pki/tls/demoCA
46 certs = $dir/certs
47 crl_dir = $dir/crl
48 database = $dir/index.txt
49 unique_subject = no
50
51 new_certs_dir = $dir/newcerts
52
53 certificate = $dir/cacert.pem
54 serial = $dir/serial

55 crlnumber = $dir/crinumber

HOH OB OFH H W H

H

where everything is kept

where everything is kept

where the issued certs are kept
where the issued crl are kept
database index file.

Set to 'no' to allow creation of
several certs with same subject.

default place for new certs.

The CA certificate
The current serial number
the current crl number



20 56 # must be commented out to Teave a V1
CRL

21 57 crl

22 58 private_key

$dir/crl.pem # The current CRL
$dir/private/cakey.pem# The private key

EiE%E 68 /7MY copy_extensions = copy RUFRE

1 67 # Extension copying option: use with caution.
2 | - 68 # copy_extensions = copy
3| + 68 copy_extensions = copy # HUHER:

XSS OpenSSLEMIERIEK (CSR) E&AT, 1§ CSR FEIZAW FIER (40 Subject Alternative Name,
SAN) SHIZIREMUARNERS, XIFEMEE SAN T EIRSH|IEBEXEE, FHH SAN RITF—NMEBRIFZ
MFZ (g0 *.7ab.org 1 Tab.org) .

&5 83 7Y policy = policy_match /9 policy = policy_anything

80 # A few difference way of specifying how similar the request should Took
81 # For type CA, the listed attributes must be the same, and the optional
82 # and supplied fields are just that :-)

policy_match

- 83 policy
+ 83 policy

Ul A W N R

policy_anything

o policy = policy_match: BRAKES, EREBERFIOER (O) . & (ST) . R (L) MBA (0) F
VRS CA EBeRIRI RIS ERTLER,

* policy = policy_anything : IEHUBHISENS, KEWE CAENMTBEREEN, FLBHERTEBHRBH
E (WER. . BH%) WRS CAEBRNFERIHEIE,

4R CA FATR

1 openss1 genpkey -algorithm RSA -out private/cakey.pem -pkeyopt rsa_keygen_bits:8192

e -algorithm RSA : ISTE4SERL RSA EiXATFATH.
e _out private/cakey.pem: IEFAIHIRTFZRI democa/private/ BRT, BN cakey.pem,

e _pkeyopt rsa_keygen_bits:8192 : F§7E RSA Z4ARIKE 8192 {5,

ERBEER CAIEE, BEE8AT CARRPNSDER. (AR CA, EEEREEET.

1 openssl req -x509 -subj "/CN=ca-rsa.lab.org" -key private/cakey.pem -out cacert.pem -
days 3650

* -x509: {EEEN—TBEERIER, MAR CSRIERIEK.



e -subj "/CN=ca-rsa.lab.org" : IEEUEPBAIER (Subject) , cN (Common Name) BERFRRIEBAAE
BEHBEE. XEIREN ca-rsa.lab.org.

e -key private/cakey.pem : 1IBERTFEIUMUEPBAIFATESE. XEFEREFRAININILERRT CA FATE.
e _out cacert.pem: cacert.pem JF{RFEIE democa/ BRT.
-days 3650 : IEEIERABEREHIN 3650 X (L9 104F) .

79 *.1ab.org HREER— RSA FATH. XMFATHRARTIREER CSRIEBIERK,

1 openss1 genpkey -algorithm RSA -out Tab.org.key -pkeyopt rsa_keygen_bits:4096

e -algorithm RsA : FETEAERY RSA BiERIFAH.

e -out lab.org.key : FSEFATBRYMIHERIZAN . Tab.org.key BRFEZRIER (B
/etc/pki/tls/democa) T,

e _pkeyopt rsa_keygen_bits:4096 : I5%E RSA Z4BHUKE A 4096 i,

SRS EERIER, IEPIEKR (CSR) BERETRSH[AISHEEFMAER, BTHE CA BRETAIES.

1 openssl req -new -subj "/CN=*.lab.org/C=CN/ST=shanghai/L=shanghai/0O=system/OU=system" -
key Tab.org.key -addext subjectAltName="DNS:*.lab.org,DNS:lab.org" -out lab.org.csr

e -new: FREM—NMHHNERIERK. -subj

"/CN=*.Tab.org/C=CN/ST=shanghai/L=shanghai/0O=system/OU=system"
© CN=*.lab.org : BAEMR, BEERSF|OENZHES. XBEHN *.1ab.org RRXE—MBEFHED
BXK,
o c=CcN: E=x (Country) AFE,
o sT=shanghai : &9 (State or Province) i,
o L=shanghai : #X (Locality) ALE,
o oO=system: #H#J (Organization) 3 system,
o ou=system: #BZAEAf7 (Organizational Unit) 73 system,
e -key Tlab.org.key : IEERAFTEMIIEREKRIIFAE. XBEERZEHNININIEREY 1ab.org. key .

e -addext subjectAltName="DNS:*.lab.org,DNS:lab.org" ixINEMBABZFR (Subject Alternative Name,
SAN) ¥'E. XRIFEEEN—2F, ERF—MEBFRPESMEA.

o DNS:*.lab.org: FRIEBEERT lab.org HTRIATBFES (HI40 www.lab.org,

mail.Tlab.org) ,
o DNS:lab.org: FRIEPHEERT lab.org REFEBEAS.

e -out lab.org.csr: ISEUFRBEKRIEHIEEFISUGE. lab.org.csr BREFEZRBER (A
/etc/pki/tls/democa) T,



ME, RIMBEET CARE., CAIFBIIFAE, LURIFBIEKR (CSR) .
BT8R, Mk —NEXRIRSSHER.

1 openssl ca -in Tlab.org.csr -batch -days 1825

1 democa/

2  |— cacert.pem

3 }— certs

4 b— cri

5 b— index.txt

6  |— dindex.txt.attr

7 b— dindex.txt.attr.old
8 |— dindex.txt.old

9 |— Tab.org.csr
10 |— lab.org.key
11 }— newcerts
12 | | L— 1000.pem
13 |— private
14 | L— cakey.pem
15 }— serial
16 L— serial.old
17
18 4 directories, 11 files

SM IEBHR& S

BTl /etc/pki/tls BRTEE CANSRTERNBEREN:

=

# HEAN TLS IEPBHF
cd /etc/pki/tls

# B demoCA T H%
mkdir demoCA

# W\ democA HFIRGIETHFE
cd demoCA
mkdir certs crl newcerts private

O© 00 N O v A W N

e certs/: FHEMARNES

o crl/: FRUEBEMIEIIZR

* newcerts/: FIEHIIARNERRIAR
* private/: 718 CA RIFATHM4

WI9aM CA BURRE S

&a—

S 2EAERIIH CA XIRSSE8Y CSR


af://n1034

1 touch index.txt serial
2 echo "1000" > serial

e index.txt ! IEBHIEENY, ICRETEMAINERESR
serial [ IEBFFISNMG, BRAEREEEMBE

“miE /etc/pki/tls/openssl.cnf X4, {EXS2L,

155 451789 dir = ./democA B9 dir = /etc/pki/tls/democA

1 38 ###HHHHHHHRRHAAHHHRRRHAAHHRBRHAAHH R R R A H BB RRA A H R ARG A

2 39 [ ca ]

3 40 default_ca = CA_default # The default ca section

4 41

5 42 HBHH#RBHHBHHBHHHBHHBHHRBEHHBH AR R AR HHRHH B R AR R R B R AR AR R R AR R AR A RSB SH

6 43 [ cA_default ]

7 44

8 | - 45 dir = ./democCA # where everything is kept

9 | + 45 dir = /etc/pki/tls/demoCA # Where everything is kept
10 46 certs = $dir/certs # Where the issued certs are kept
11 47 crl_dir = $dir/crl # where the issued crl are kept
12 48 database = $dir/index.txt # database index file.
13 49 unique_subject = no # Set to 'no' to allow creation of
14 50 # several certs with same subject.
15 51 new_certs_dir = $dir/newcerts # default place for new certs.
16 52
17 53 certificate = $dir/cacert.pem # The CA certificate
18 54 serial = $dir/serial # The current serial number
19 55 crlnumber = $dir/crinumber # the current crl number
20 56 # must be commented out to leave a V1

CRL

21 57 crl = $dir/crl.pem # The current CRL
22 58 private_key = $dir/private/cakey.pem# The private key

1555 77 1789 default_md = default {&H9 default_md = sm3,

1 75 default_days = 365 # how Tong to certify for

2 76 default_crl_days= 30 # how Tong before next CRL
3| - 77 default_md = default # use public key default ™MD
4 + 77 default_md = sm3 # use public key default mMD
5 78 preserve = no # keep passed DN ordering

default_md = sm3: XPNSHGEET CA BAERIBERRERZE (BHEX) . sm3 REERIEMPHRRE
%, ATERERIHERMESR,

HUBEE 68 1789 copy_extensions = copy HIERE



1 67 # Extension copying option: use with caution.
2 | - 68 # copy_extensions = copy
3| + 68 copy_extensions = copy # HUHERE

XNSEEER OpenSSL ERIERIERK (CSR) &R, 15 CSR FEEHY EEE (40 Subject Alternative Name,

SAN) EFBIRZMARNERS, XWFEMKES SAN ¥ EIRSEEBREXEE, FN SAN RIF—MERFRFSZ
MeZ (g0 *.1ab.org 1 l1ab.org) .

&85 83 1789 policy = policy_match /3 policy = policy_anything

1 80 # A few difference way of specifying how similar the request should Took
2 81 # For type CA, the listed attributes must be the same, and the optional
3 82 # and supplied fields are just that :-)

4 | - 83 policy = policy_match

5 + 83 policy = policy_anything

* policy = policy_match: ERIASRES, EIGEFBEKRPHESR (C) . & (ST) . #K (L) fAER (0) F
RS CAEBHRIRS N R IAC,

e policy = policy_anything : EHUSHIREE. XEKE CA ENERBIBEREZN, FAoBEERIERIERPRY
FB (MER. BH. BRF) LIRS CAIEBFRIFERIHEILHE,

CATABRE CARYZL, BTFXNEMARIERHITER. XBER(VEFERER SM2 BiE4EMFAR.
1 openss1 genpkey -algorithm EC -out private/cakey.pem -pkeyopt ec_paramgen_curve:sm2

e -algorithm EC: fSEEAMBEIRL (Elliptic Curve) BiZRIFAR, SM2 ZRRETHEIHLZAT.

e -out private/cakey.pem : IEEFASARIEHEREMNIU4E. private/cakey.pem FEFASHIREFE]
demoCA/private/ BRF, X{HE)9 cakey.pem,

* -pkeyopt ec_paramgen_curve:sm2 : XZEXESEH, CIEE JHEMHLRIEIRAN sm2 , BMERER SM2 i
5

CAIEBRE CARNATERD, EEET CARNQBMBMDER. FAR CA, EEEEEERM, HEMA SM3BHREE
HTERS.

1 openssl req -x509 -subj "/CN=ca-sm.Tlab.org" -days 3650 -out cacert.pem -key
private/cakey.pem

o -x509 : IBEEM—NEERIER, MARILEREK.
e -subj "/CN=ca-sm.lab.org" : IBEUEPAIFERR (Subject) . cN (Common Name) BEREFIRRIEBAIA
BEFIEE. XBHAMEHIREN ca-sm.lab.org, FRXE—1THAT lab.org &Y SM &iE CAIESR.

-days 3650 : IEEIEBAIBRER 3650 KX (910 &) . CAIUERHIBMHHIERRESRK.
e -out cacert.pem: IBEBEZIEBAVEHIERINNUEE, cacert.pem BIRTFE democa/ BRT.



e -key private/cakey.pem : IEEATFEBIIEPIOFASEE. XEFERIIEFHNININIERMAY SM2 CA FASH.
BT openssl.cnf FEIRE default_md = sm3, FRLAMGIFEIE(ER SM3 E5H1T783.

BTk, B8R *.1ab.org BBER—NIRSSEEFAE, BFEER SM2 i,
1 openss1 genpkey -algorithm EC -out Tab.org.key -pkeyopt ec_paramgen_curve:sm2

e -algorithm EC : IEEERMMEEIHMLEE ZRIFA.

e -out lab.org.key : 1EEFATHRUEILERIZFISGE. lab.org.key BRFEZFIER (B)
/etc/pki/tls/democA) T,

e _pkeyopt ec_paramgen_curve:sm?2 : ISEMERZLIIBIRA sm2 , HRFREKIFATPE SM2 FATH.

IEBEK (CSR) BETEMEEMAE, BT CA BRISAILES.

1 openssl req -new -subj "/CN=1lab.org/C=CN/ST=shanghai/L=shanghai/O=system/OU=system" -
addext subjectAltName="DNS:*.lab.org,DNS:Tab.org" -out lab.org.csr -key Tlab.org.key

o -new: FRIE—NEAGERIEK, -subj

"/CN=*.Tab.org/C=CN/ST=shanghai/L=shanghai/0O=system/OU=system"
© CN=*.lab.org : BAER, BESRFHFNENZSEHE. XBHN *.1ab.org FRXE—MBEFLESD
BR,
o C=CN: EZx (Country) A=HE,
o sT=shanghai : &9 (State or Province) LS.
o L=shanghai : #BX (Locality) ALE.
o oO=system: ZB#J (Organization) A system,
o ou=system: #BZAEA{ (Organizational Unit) Jg system,
e -key Tab.org.key : {SERATEMIIEBIERATFAE, XBEERIEIIINNAERKD Tab.org.key .

e -addext subjectAltName="DNS:*.lab.org,DNS:lab.org" imINEMBAEBFR (Subject Alternative Name,
SAN) ¥'E. XRIFEEEN—2, ERTF—MEBHRFSMEA.
o DNS:*.lab.org : FRIEBEERT lab.org HTFHEFFEFEEZ (/20 www.lab.org,

mail.lab.org) .
o DNS:lab.org: FREPHIEERT l1ab.org RIEFEEAS,

e -out lab.org.csr: IEEUFRIERIBHIZEFNESE. Tab.org.csr BRFEHIER (B
/etc/pki/tls/democa) T,

REa— S RERHAIR SM CA JIRSSERHI CSR #HITER, MWMilA—MENRIRRSERIETR. CAKER SM3 &ixxd
IERHTER,

1 openssl ca -in Tlab.org.csr -batch -days 1825



e -in lab.org.csr : IBEMAREBRBIEKH.
e -batch: LIEEREIENIE T, BKEMBRERER.
e -days 1825 : IBEFIMAIERAIEREEN 1825 K (U5 5F) .
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